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COMPLIANCE CONTROL FOR ENSURING THE FINANCIAL SECURITY OF
BANKING INSTITUTIONS: STATE, PROBLEMS, PROSPECTS

The subject matter of the article is conceptual and applied aspects of the implementation of the compliance control for ensuring the
financial security to banking institutions. The aim of the study is the complex comprehension of conceptual and methodical
approaches to the implementation of the compliance control for ensuring the financial security to banking institutions and the
development of practical recommendations for its optimization. The tasks are: to systematize approaches to the definition of the
compliance control concept for ensuring the financial security to banking institutions; to define the problems of development and
legitimation of the compliance control for banking institutions; to study the content, functions and principles of the compliance
control for banking institutions; to generalize the features of managing the compliance risk in the banks of Ukraine; to develop the
ways for establishing the efficient system of the compliance control for banking institutions and to determine the strategic priorities
for ensuring the financial security of banking institutions. The general scientific methods were used, in particular, logical
generalization, grouping, analysis and synthesis, system analysis, the graphical and analytical method to visualize the results of our
research. The following theoretical and practical results are received: the problems of development and legitimation of the
compliance control for banking institutions were determined; the lack of a unified approach to understanding the social and
managerial nature of compliance was proved. The phenomenon of compliance is usually analyzed in social, political, legal and
economic dimensions. Consequently, scholars did not succeed in suggesting the universal interpretation of the content of the
polysemantic category “compliance”. An attempt to systematize approaches for determining the compliance control concept to
support the financial security of banking institutions was made. The author’s definition of the compliance control concept was
suggested and the necessity of its implementation was determined with the obligatory consideration of the specifics of the conditions
and the place of its implementation. The content of compliance control was studied and the importance of its introduction was
emphasized in the context of the system of detection, identification and neutralization of risks, maintaining positive business
reputation, minimizing costs and saving bank assets. The features of managing the compliance risk on the basis of the positive
experience of providing compliance control to the reliable bank institutions of Ukraine were highlighted. The lack of clear instructions
regarding the efficient system of the compliance control in the banking laws of Ukraine was testified. Therefore, to study the
appropriate international theory and practice was suggested. The issues of the organization of the management of banks compliance
risks, the operational risk management, the reputation risk management, and so on should be emphasized first of all. Conclusions: At
present, the development and implementation of the National strategy for ensuring the financial security of banking institutions is of
primary importance as well as drafting the Standard Statute on the structural unit for organizing and implementing compliance,
introducing the positions of compliance officers and developing job instruction for them, formulating functionally reasoned
deontological standards of their professional activity. The nationwide standard of compliance control should be developed under the
patronage of the National Bank of Ukraine and the Association of Ukrainian banks.

Keywords: economic security, financial security, the system of the financial security support, compliance control, compliance
risks, the National strategy for ensuring the financial security of banking institutions, the Standard Statute on the structural unit for
organizing and implementing compliance, compliance officer.

Introduction

The analysis of literary sources and problem setting

The foreign capital in domestic banking institutions
has led to new approaches to banking business in Ukraine.
Leading global banking institutions are expanding
opportunities for the domestic banking sector through the
introduction of new banking products and services, which
contributes to increasing the volume of the client base of
banks and increasing their share in the financial market.
At the same time, the modernization of the banking sector
of the economy causes new difficulties. Thus, the
introduction of new banking products and services result
in new types of risks. Therefore, the issue of finding
innovative approaches to risk management in banking
institutions is of great importance. Risk at the level of
banking institutions that are considered as credit,
operational or legal are inherently the manifestations of
the risks of higher levels (macroeconomic and political).

Traditional internal control systems have failed to
respond adequately to a wide range of risks. As a result,
the current system of risk management requires significant
modernization, which includes introducing the effective
compliance control as an important component of the
financial security system of banking institutions.

Recently, the security systems for financial
institutions have been the subject of research by
economists and lawyers. The authors mainly focused on
the general theoretical issues of organization and
implementation of internal control. Some aspects of this
problem were considered by D. Malykhin [8],
E. Pustovalova E. [9], M. Seleznyev [7], I. Astrakhantsev
[10], A.Terekhov [12], V. Senchagov [18], D. Bobylyov
[11] and others. At the same time, the analysis of their
works shows that there is no tradition of studying the
phenomenon of compliance control in the system of
supporting the financial security of banking institutions.

The goal and objective of the research

The goal of the study is to understand conceptual
and methodological approaches and to develop practical
recommendations for the implementation of the
compliance control for ensuring the financial security of
banking institutions. The objectives of the study are: to
systematize approaches to the definition of the compliance
control concept for ensuring the financial security to
banking institutions; to define the problems of
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development and legitimation of the compliance control
for banking institutions; to study the content, functions
and principles of the compliance control for banking
institutions; to determine the features of managing the
compliance risk in the banks of Ukraine; to develop the
ways for establishing the efficient system of the
compliance control for banking institutions and to
determine the strategic priorities for ensuring the financial
security of banking institutions.

The research material

The Oxford English Dictionary interprets
compliance as an action in accordance with a request or
command, obedience [1].

Compliance as a professional activity was initially
introduced in western countries and later appeared in
Ukraine. This concept was first consolidated in the
“Methodological Recommendations on  Improving
Corporate Management in Ukrainian Banks” approved by
the Resolution of the Board of the National Bank of
Ukraine dated 28.03.2007 No. 98. This document states
that compliance is considered as the activity linked with
the requirements of legislation and internal procedures.
Compliance was considered through the prism of the need
for knowledge, understanding and meeting all the
requirements of the current legislation, norms, rules and
regulations, internal policies, standards and codes
regarding bank activities [4].

The compliance control system is an integrated
system for managing compliance risk, which enables
identifying the type of risk and monitoring it
systematically while ensuring the continuous operation of
the bank and minimizing the level of threats that have
non-financial nature of bank losses. This system includes
the following components: the objects and principles of
compliance control; a list of internal banking regulations
that ensure the implementation of compliance control; a
set of internal bodies of the bank which carry out
compliance control [1].

The objects of compliance control are the following:

- managing the conflicts of interest that can arise
between the bank and clients, on the one hand, and
between the bank and its employees, on the other hand;

- activities related to preventing the bank’s activities
that contradict the requirements of the current legislation;

- data handling and protection;

- moral and ethical standards.

The main principles of compliance control are the
following:

- the principle of investment attractiveness of
business for shareholders (a business that does not bear
legal risks and risks of the loss of business reputation and
image but is economically efficient and competitive);

- the principle of responsibility of the body the
performs the functions of compliance control;

- the principle of coverage of all points of sale of
financial services (extension of the compliance control
documents to all structural units of the bank which sale
banking products and provide services);

- the principle of implementation consistency
(compliance control as a continuous activity covering all

stages of the implementation and realization of business
processes);

- the principle of legality (compliance of the bank
with the norms of the current legislation that regulates the
banking sphere);

- the principle of responsibility (compliance with
professional and ethical standards);

-the principle of security (gaining positive
experience and the practical use of the best practices in the
regulation of processes and procedures) [2].

Internal normative bank documents regulating the
implementation of compliance control include the Policy
of reporting the bank’s problems; The policy of accepting
and giving gifts; the Policy defining the procedure for
fighting bribery and corruption in the bank; The Policy
aimed at counteracting the legalization (laundering) of
profits obtained by crime and terrorist financing; The
Privacy Policy; The Policy of conflict of interests; The
Code of Corporate Conduct and Ethics; The Regulations
on managing compliance risk, and so on [1].

The major subjects that carry out compliance control
in banking institutions include the bank supervisory board;
bank directors; the service of compliance control; other
structural units of the bank that are involved in these
activities (internal audit of the bank, profile structural
units) [3].

The attempts to combine approaches to compliance
control are widespread in the scientific literature. These
attempts are carried out in sociological, political, legal and
economic dimensions.

Considering the category of ‘“compliances”,
scientists have not been able to offer a unified
interpretation of its essence yet. For example,
M.Selezneva believes that compliance can be regarded as
the principle of doing business by a financial institution in
accordance with the laws, rules, codes and standards
established by the competent bodies of public authorities,
professional associations and administration of a financial
institution [7]. D. Malichin considers compliance as a
capability to act in accordance with instructions, rules,
special requirements. He notes that the compliance is
carried out at two levels in the field of financial services.
On the one hand, compliance is carried out according to
external rules which should be performed by the
organization as a whole, but on the other hand,
compliance should correspond to the requirements of the
system of internal control that are established to ensure the
implementation of external requirements [8]. E.
Pustovalova interprets the compliance control as a
counteraction to money laundering and terrorist financing,
a prevention of market manipulation and dissemination of
insider information as well as the fight against corruption
[9]. In turn, individual analysts offer a universal definition
of compliance as a function of bank management bodies
in independent and permanent ensuring the regulatory and
legal acts, standards, internal organization documents are
followed, in preventing the involvement of the
organization in illegal and abusive activities as well as in
providing the supervisors and control bodies with timely
information [10]. It is difficult to agree with D. Bobylyov
who understands compliance as an area of professional
activity in the financial and banking sphere which
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involves the performance of official duties, including
making decisions at all levels in accordance with the
standards of legality and integrity established by the
institution [11].

Compliance builds the foundation for the control of
any organization that always operates according to one
rule or another. In this context, the compliance is
considered as an integral part of a management system
which includes the system of internal control [12].

In the recommendations of the Basel Committee on
Banking Supervision under the Bank for International
Settlements, the term “compliance control” is considered
as an independent activity carried out in commercial
banks for identifying, assessing, advising, tracking and
reporting the bank compliance risks. It is remarkable that
compliance risk is considered as the risk of legal liability,
financial losses, and reputational losses of a commercial
bank as a result of violating the legislation, executive
orders, business practices that relate to the commercial
activities of the bank [6].

In our opinion, compliance control is a kind of
internal control, that is a peculiar process, a set of
measures and means aimed at identifying problem
situations and monitoring the activities of the banking
institution.

It should be noted that the content of compliance
control lies in its main functions. Thus, the analytical
function involves conducting analytical system procedures
for identifying potential compliant risks. The information
function involves collecting and processing economic and
financial information that characterizes the status of assets
and liabilities of the banking institution within the
specified period of time. The warning function involves
taking measures to prevent unlawful actions from both the
bank’s staff and clients. And the function of ensuring the
efficient risk management manifests itself in identifying,
assessing risks, identifying an acceptable level of risk and
neutralizing risks.

Compliance-control functions are implemented in
the following areas:

- institutional compliance control which includes
activities related to compliance in accordance with the
established rules of internal interaction, procedures and
decision-making process;

- operational compliance control which includes
managing the operations carried out by the bank to
identify and assess compliance risks, such as those related
to the legalization of profits obtained by crime, terrorist
financing, identification of unreliable partners, risks
connected with fraud and corruption;

- compliance control of following professional
conduct rules including identifying, assessing, and
monitoring of compliance risks related to professional
business conduct and corporate ethics.

Considering the content of compliance control, its
basic principles should be analyzed. Significant attention
is paid to the fundamental principles of the
implementation of the bank’s compliance function in the
recommendations of the Basel Committee on Banking
Supervision [6]. This document sets forth the following
principles: the responsibility of the bank’s supervisory
body; the responsibility of the bank executive body;

independence; the availability of resources for the
effective implementation of the compliant function;
assistance to the bank executive bodies in the sphere of
compliance risks; the interaction with internal audit;
international cooperation; outsourcing. The organization
of the internal control system should correspond to the
following principles: the efficiency and effectiveness;
assignment of responsibilities; comprehensiveness;
timeliness; independence; confidentiality [5].

In our opinion, a list of the main principles of
compliance control should be added by the principles of
completeness, consistency, and systematicity.

Recently, the system of compliance control has been
widely introduced into domestic banks. It is interesting to
consider the experience of the compliance risk
management carried out by PAT “OKSI BANK?”, which
correspond to the highest standards of corporate
management. The Bank has established the compliance
risk management system and performed the procedures for
controlling risks, costs (losses) that happened because the
requirements of the legislation were not met, the
regulations of the National Bank of Ukraine, internal rules
and procedures as well as moral and ethical rules of doing
business. In accordance with the approved Regulations on
the organization of compliance system in PAT “OKSI
BANK” a compliance officer as a responsible person is
independent when performing their duties and reports to
the bank supervisory board only [13].

When introducing the system of the compliance risk
management in PAT “INDEKS BANK” the bank
directors applied the following principles:

- the compliance risk management is a key aspect of
the activities of Crédit Agricole Group the bank belongs
to;

- the rules for implementing the compliance control
process are not subject to discussion;

- the team that carries out compliance control is the
operating unit that makes decisions on the banking
business, attracting new customers, selling banking
products, clearing the conflict of interests and issues
related to the confidentiality of banking information;

- the system of compliance control does not hinder
the development of business, but only ensures its security;

- compliance risk is an integral part of the risk
management system in the bank;

- compliance risk management involves systematic
control over risky operations, risky amounts of the bank
internal activities, customer activities and employee work;

- compliance control rules are simple, but their
implementation requires time, and, in some cases, changes
in the bank internal culture.

The organizational structural unit that carries out
compliance control in PAT “INDEKS BANK” consists of
the head of the unit, the department of financial
monitoring, the department of deontology and financial
monitoring departments at the branches of the bank.

The main tasks of the Department of financial
monitoring in PAT “INDEKS BANK” are:

- financial monitoring in accordance with Ukrainian
legislation and corporate requirements;

- reporting to public authorities;
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- counteracting to legalization and laundering of
profits obtained by crime and terrorist financing;

- monitoring the risk of business reputation and the
bank image;

- developing and implementing the policy “Know
Your Customer”;

- monitoring the
identification coverage;

- assessing new products and procedures for their
sale.

The competence of the Department of Deontology
includes the following issues: the development and
implementation of ethical rules; the analysis of
malpractice; work with the bank staff; conducting
seminars and trainings on risk management compliance;

completeness of customer

ensuring the rules of conduct with confidential
information [14].
PAT “KREDOBANK” has also introduced the

system of compliance control. The bank determines the
risk as sanctions, financial losses or the loss of reputation
or trust in the bank or entities acting on its behalf in
accordance with the current legislation, internal normative
documents, accepted conduct standards and ethical
principles [15].

AT “UkrSibBank” successfully applies the system
of compliance control. In its activities, the bank follows

the norms of Ukrainian legislation and international norms
and existing international financial sanctions (embargo)
and the policy of vigilance. AT “UkrSibBank™ established
the rules of conduct that should be followed by all
employees (act honestly, fairly, professionally and serve
the interests of customers). The Procedure of malpractice
reporting  “Whistle-Blowing” is  established and
successfully operates in the bank; using this procedure,
each employee can inform about any problem or ask
Compliance for necessary aid maintaining confidentiality
[16].

Summarizing, it should be noted that a number of
banks have dramatically decreased in recent years. 180
banks operated in Ukraine as of January 1, 2014,
according to the National Bank of Ukraine. But, their
number was reduced to 93 banking institutions as of
January 1, 2017. The rating of the most reliable domestic
banks in 2017 that was presented by the Ministry of
Finance of Ukraine [17] gives grounds to state that the
majority of them successfully use the system of
compliance control.

The financial indicators of banks that occupy leading
positions in the rating (according to the National Bank of
Ukraine) are given in Table 1.

Tablel. The indicators of banks that occupy leading positions in the bank financial strength rating (according to the National Bank of

Ukraine)
Bank name Stress resistance Depositor loyalty
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It is evident that the following factors affect the
increase of the rating: profitability; liquidity; capital
adequacy; the share of banks in the retail deposit market;
absolute growth of the retail portfolio of deposits; relative
retail deposit portfolio. In our opinion, an important
additional factor of the efficiency of banking activity is
the balanced local system of compliance control.

Clear instructions for the compliant risk
management in the banking legislation of Ukraine has not
been developed so far. Therefore, banks implement risk
management systems without direction.

The development of the efficient system of
compliance control in the bank corporate management is
based on the identification of compliance risks. The
definition of the entire range of risks, both internal and
external, that form key indicators to the map of
compliance risks occupies the leading place in this
process.

The organization of the efficient system of
compliance control should be correlated with the practice
of foreign banks. A key aspect of the new system of
compliance control is the complexity which involves the
combination of the bank compliance risk management
with the operational risk management and the reputational
risk management.

The discussion the research results

of security personnel; insufficient financial support. The
objects to be protected are: information that contains
banking and commercial secrets; property (mainly
monetary funds); bank personnel. Depending on the
composition and specificity of t threats, the strategy
should be designed taking into account internal and
external threats and should include preventive and
restrictive measures. The strategy of bank financial
security is developed in accordance with the economic
standards of the National Bank and should be agreed upon
by the general economic strategy and built on the basis of
the current regulatory and legislative basis [20].

Conclusions

It should be noted that the first priority is the
development of the legislative basis for the
implementation of compliant control systems. Particular
attention in the new system of compliance control along
with compliant risk management should be paid to the
minimization and management of operational risk.
Constant monitoring the activities of the bank staff
regarding the compliance with the requirements of the
legislation and internal regulations will help minimize the
risk of using the bank for money laundering and ensure
the stability of the reputation of the bank in the market
[17].

According to the results of the conducted researches,
it has been established that the security of banking
systems is crucial for ensuring the normal operation of
financial institutions.

A prerequisite for maintaining a long-term
competitive advantage is the development of the efficient
financial and economic strategy as the main component of
the security of banking institutions. V. Senchagov
considers the strategy as understanding a set of the most
significant decisions and measures aimed at ensuring the
adequate level of security of bank operation [18]. A.
Alverdov considers the strategy as a set of long-term goals
and managerial approaches whose implementation
protects the banking institution against potential threats of
the violation of commercial and banking privacy as well
as hurting the banking property and recourses of a non-
monetary nature [19].

Taking into account the specifics of the present
development of the banking sector, the factors that affect
the implementation of the financial security strategy of
banking institutions should be determined, namely: the
high level of criminal offences; insufficient qualification

Thus, it should be noted that the necessity of
developing the nationwide Strategy for ensuring the
financial security of banking institutions at a centralized
level has risen in Ukraine; the implementation of the
world and European standards for the implementation of
compliance control is particularly emphasized. This
approach objectively encourages the implementation of a
civilized model of work with customers and staff. In order
to reduce the negative impact of threats on the state of
banks, the National Strategy should provide a number of
such priority measures as:

- conducting a well-considered policy in the field of
economic and financial security of banks;

- increasing the efficiency and reducing the cost of
banking services;

- strict compliance with banking legislation;

- paying great attention to increasing confidence in
the bank, in its advertising, strengthening the transparency
of the financial condition of banks;

- conducting a well-considered personnel policy, in
particular in the areas of recruitment, training,
remuneration and social protection;

- improving the quality of IT support;

- implementing compliance control.

The systematic use of these measures allows banks
to remain marketable and solvent and to withstand various
threats and to eliminate their consequences autonomously.

The conceptual diagram of developing the strategy
for ensuring the financial security of banking institutions
with the use of compliance control is presented in Fig. 1.

Also, in our opinion, there is the necessity to
develop the Standard Statute on the structural unit
(section, department, service) for organizing and
implementing compliance in a banking institution.

It seems reasonable to introduce institutions the
position of a compliance officer into banking institutions
and to include it in the State Classifier of professions DK
003: 2010 specifying qualification characteristics,
knowledge, skills and qualification requirements for the
position mentioned above. Also, job descriptions should
be developed; they should contain the qualification
requirements for this category of staff (authority),
competence and deontological standards of conduct and
professional activity.

Also, it is necessary to introduce normative
discipline or special training course “Fundamentals of
Compliance control” into the specialized higher
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educational institutions, which enables developing a
holistic and objective view of the role and place of
compliance in the activities of banking institutions and

increasing the professional and cultural level of future
specialists.

PROPERTY

EXTERNAL
THREATS

INTERNAL
THREATS

INFORMATION

* Wise policy in field of economical and financial security of bank
= improving efficiency and cost reduction of banking services;
= Strict observance of legal requirements in field of banking activity;
= Focusing attention on the improvement of trust ina bank,
its advertisement and improvement of transparency of banking financial condition;
= Wise staff policy, in particular field of staff's selection, staff's training,
laborious payment and social security;
» quality improvement of IT support;
+ Introduction of compliance-contral;

Fig. 1. The conceptual diagram of developing the strategy of ensuring the financial security of banking institutions with the use of
compliance control

Taking into account the necessity to increase the
social responsibility of banking institutions and the quality
of customer service, the skills of specialists (compliance
officers) that are authorized to carry out compliance
control should be continuously improved. Therefore,
interactive classes (trainings, colloquiums, round tables,
and so on) should be included in the system of
postgraduate training.

In our opinion, a series of national and regional
round tables for discussing the topical issues of
organization and implementation of compliance control in
banking institutions should be initiated; this will
contribute to the development of unified algorithms for
responding to typical and unusual situations.

Such activities should be carried out under the
patronage of the National Bank of Ukraine and the

Association of Ukrainian Banks.
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KOMILJIAEHC-KOHTPOJIb Y CUCTEMI 3ABE3NIEYEHHS ®THAHCOBOI
BE3ITEKHN BAHKIBCbKHUX YCTAHOB: CTAH, IPOBJIEMMU, IEPCIIEKTUBH

IIpeqMeToM NOCTI/DKEHHS € KOHLENTYAJIbHI | IPHUKJIAIHI aCHEKTH BIPOBAKEHHSI KOMIUIAEHC-KOHTPOIIO B CHCTeMi 3a0e3reueHHs
¢dinaHcOBO1 Oe3mekn OaHKIBCHKMX YCTaHOB. MeTa JOCTIKEHHS TIONISTa€ B KOMIUIEKCHOMY OCMHCJIEHHI  KOHIENTYaJbHO-
METOJUYHHUX MIIXOIB 0 BIPOBAKCHHS KOMILJIAEHC-KOHTPOJIIO B CHCTeMI 3a0e3mnedeHHs (hiHaHCOBOI Oe3neku OaHKIBChKUX YCTaHOB
Ta po3podIi MPaKTUIHUX PEKOMEHIAIH oMo Horo onTHMizamii. 3aBAaHHA: CHCTEMATU3yBATH MiIXOAW IO BU3HAYEHHS TTOHATTS
KOMILJTA€HC-KOHTPOJIIO B CHCTEeMi 3a0e3mnedeHHs (hiHaHCOBOI Oe3lekn 0aHKIBCHKMX YCTAHOB; BH3HAYHTH MPOOJIEMH apTUKYIALI Ta
JIETaJbHOTO 3aKPIIUICHHs] KOMIUIA€HC-KOHTPOJIO OaHKIBCHKHMX YCTAHOB; JOCHIAWTH CYTHICTh, (YHKIi Ta HMPUHIMITN KOMILIA€HC-
KOHTPOJIO B OaHKIBCBKHX YCTaHOBAaX; y3aralbHUTH OCOOJMBOCTI YNPaBIiHHS KOMIUIA€HC-PU3MKOM B OaHKIBCBKHX YCTaHOBax
Ykpainu; po3poOMTH HUIAXH OpraHizailii e(QeKTHBHOT CHCTEMH KOMILIAEHC-KOHTPOJII B OAaHKIBCBKHX YCTAHOBAaX Ta BHU3HAUUTH
cTpareriuHi npioputeTn 3abe3neueHHs GpiHaHCOBOI Oe3nekn 0aHKIBCBKHX YCTAaHOB. BHKOPHCTOBYIOTHCS 3arajlbHOHAYKOBI METOMM:
a0CTPaKTHO-JIOTTYHOTO y3arajJbHEeHHs, TPYIyBaHHsI, aHai3y Ta CHHTE3Y, CACTEMHOT0 aHali3y, Tpadiko-aHATITHYHUHN JJIs Bi3yaizamii
pe3yabTaTiB focuimkeHHs. OTPIMaHO TakKi TEOPETUYHI i MPAKTHYHI Pe3yJbTAaTH: BU3HAYECHO NMPOOIEMN apTHKYIISIII Ta JIeralbHOTO
3aKpIIUICHHS! KOMIIIA€HC-KOHTPOJIIO OaHKIBCBKMX YCTAaHOB. 3’SCOBaHO, IO B HAyKOBIH JiTepaTypi BiACYTHIN €TUHUH MiAXig g0
PO3YMIHHS COLiaJIbHO-YIPABIIHCHKOI TPHPOAN KOMIUIA€HCY. 3a3BHUail ()eHOMEH KOMIUIAEHCY AHANI3YETHCS y COIIOJIOTIIHOMY,
MOJIITOJIOTIYHOMY, FOPUIUYHOMY Ta E€KOHOMIYHOMY BUMipaX. SIK HacIiOK, HayKOBII TOHWHI HE CHPOMITTHCS 3alpoIlOHYBaTH
yHiBepcalbHe TIyMa4deHHs CYTHOCTI MojliceMaHTHYHO! karteropii "KomruiaeHc". 3nmiiicHeHa crpoba cHCTeMaTH3yBaTH IiAXOIU 10
BH3HAYCHHS MOHSATTS KOMIUIA€HC-KOHTPOJIb B CHCTeMi 3abe3redeHHs: (iHaHCOBOi Oe3reku OaHKIBCHKUX YCTaHOB. 3arpOIIOHOBaHO
aBTOPCHKE BU3HAUYCHHSI MTOHSTTS KOMIUIA€HC-KOHTPOJIb Ta BU3HAHA HEOOXIiTHICTh HOro 3anpoBa/UKEHHS 3 000B’I3KOBUM ypaxyBaHHIM
crerudikd YMOB Ta MicIsl HOro mpoBeaeHHs. J(OCHiIKEHO CYTHICTh KOMIUIAE€HC-KOHTPOJIIO i HaroJjiomIeHO Ha BaXJIMBOCTI HOTO
BIIPOBA/DKEHHS Y KOHTEKCTI CTBEPIKCHHS CHCTEMH BUSBIICHHS, iMeHTH]IKamii Ta HeWTpami3amlii pu3HKiB, 30epekeHHs TTO3UTHBHOL
NIUTOBOI peryTariii, MiHiMi3aIlil BUTpaT Ta 30epeeHHs aKTHBIB OaHKY. BHOKpeMIIeHO 0COOMMBOCTI YIpPaBIIiHHSI KOMIUTAEHC-PH3HKOM
Ha OCHOBI O3HAMOMJICHHS 3 MO3UTHBHUM JOCBIOM BIIPOBA/UKCHHS KOMIUIA€HC-KOHTPOJIO B HAJAIfHMX BITYM3HSHHMX OaHKIBCBKHX
ycraHoBax. 3’sCOBaHO, O B OaHKIBCHKOMY 3aKOHOJABCTBI YKpaiHHM BIIICYTHI WiTKi IHCTPYKTHBHI HOJIOXEHHS IOAO OpraHi3amii
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e(EeKTHUBHOI CHCTEMH KOMIDUIA€HC-KOHTPOIIO. TOMy 3ampoNOHOBaHO CHCTEMHO MOCTIJWTH BiIIIOBIIHY 3apyObKHY Teopito Ta
MPAaKTUKY, IEPIIOYEPrOBO 30CEPEAMBIIM yBary Ha MpoOJeMaxX OpraHizaiii yIpaBlliHHS KOMILUIA€HC-PH3HKIB OaHKY, YHpaBJIiHHI
ollepanifHIM PU3UKOM, YIPABIIHHI PU3UKOM pemyTaiii Tomo. BucHoBku: CTaHOM Ha TenepilHiid yac 00’€KTUBHO HEOOXiTHUM €
PO3pOOIEHHS 1 MPUIHATTS 3arajgbHOHaIioHaTbHOT CTparerii 3a0e3nedeHHs (iHaHCOBOI Oe3Iekd GaHKIBCHKHX yCTaHOB, MIATOTOBKH
THUIOBOTO MOJIOKEHHS PO CTPYKTYPHHUH MIAPO3ALT 3 KOMIUIAEHCY, 3allPOBAPKEHHS 1MOCa]] KOMIUIa€HC-0(pilepiB, po3poOKu IS i€l
KaTeropii MepcoHady IOCamoBOl IHCTPYKIII Ta (OpMyIOBaHHS (YHKIIOHATBHO OOIPYHTOBAaHHX JACOHTOJOTIYHHX CTaHIApPTIB
npodeciiiHoi  AisbHOCTI. DOpMYyBaHHA 3arajlbHOHAIIOHAIBHOTO CTAHIAPTY KOMILIAE€HC-KOHTPOJIO MAa€ 3IIMCHIOBATUCS TIif
natpoHaroMm HamionanpHoro 6anky Ykpainu Ta Acorianii ykpaiHChKUX OaHKIB.

Knawuosi cioBa: ekoHomiuHa Oe3meka, (iHaHcoBa Oe3meka, cucTeMa 3a0e3leucHHs (IHAHCOBOI OE3MeKH, KOMIUIAEHC-
KOHTPOJIb, KOMIUTAEHC-PU3UKH, 3arallbHOHAIlIOHAIbHA CcTpaTeris 3a0e3neueHHs (hiHAaHCOBOT Oe3MeKu OaHKIBCHKHX YCTaHOB, TwroBe
TMIOJIOKEHHSI PO CTPYKTYPHUH IiIPO3.I1T 3 opraHizalii Ta 3aiiCHeHHs KOMIUIA€HCY, KOMIDTaeHC-0dinep.

KOMIIIAEHC-KOHTPOJIb B CUCTEME OBECIHIEYEHUA ®IHAHCOBOU
BE3OITACHOCTH BAHKOBCKHX YYPEKJAEHUU: COCTOSAHUE, ITPOBJIEMBbI,
HEPCIIEKTHUBbBI

IpeameToM wmccnenoBaHMs SABISAIOTCS KOHLENTYaJbHbIE W TMPHUKIaTHBIE ACHEKTHl BHEIPEHHS KOMIUIACHC-KOHTPOJII B CHCTEME
obecrieueHust GpUHAHCOBOM Oe30macHOCTH OaHKOBCKUX yupekaeHuil. Lleab ucciemoBaHus COCTOMT B KOMIUIEKCHOM OCMBICTICHUH
KOHIIETITYaJIbHO-METOANYECKUX ITOIX00B K BHEAPESHUIO KOMIIJIAGHC-KOHTPOJISL B CHCTEMy oOecredeHus pHHaHCOBOIT Oe30macHOCTH
0aHKOBCKHX YUPEKACHHH U pa3pabOTKe MPAKTHYECKUX PEKOMEHIAIHNIT [0 ero ONTUMHU3AnUH. 3aJauu: CHCTEMaTH3UPOBATh OAXO0/IBI
K OIPEIETICHUIO MOHITHS KOMILIACHC-KOHTPOJII B CHCTeMe oOecrieueHus] (MHAHCOBOW O€30MacHOCTH OaHKOBCKHX YUPEXKICHHH;
OIIPEAENUTh MPOOJIEMBl aAPTHKYJSIIUK M JIETATbHOTO 3aKPEIUICHUS! KOMILUIACHC-KOHTPOJIST OaHKOBCKHX YUPEKACHHH; HCCIIeIOBaTh
CyTh, (GYHKIIMU ¥ MIPUHIIUAIBI KOMIUIAEHC-KOHTPOJIS B OAHKOBCKHUX YYPESKICHHSIX; 000OIIUTh 0COOCHHOCTH YIPABICHUS KOMILIACHC-
PUCKOM B OaHKOBCKUX YYPESKACHHUSAX YKPaWHBI; pa3padoTaTh IMyTH OpraHu3anuu 3(GEKTHBHOW CHCTEMBI KOMIUIACHC-KOHTPOJS B
0OaHKOBCKHX YUPCKICHHSIX H OIPEACIUTh CTPATEIMYECKHe IIPHOPUTETHI oOecreucHuss (hUHAHCOBOM 0€30macHOCTH OaHKOBCKHX
yapexnaeHnid. Mcmone3yrorcss oOImeHaydyHble METOAbl: a0CTPAKTHO-TOTHYECKOro 00O0OIIeHHs, IPYNIUPOBKY, aHAIH3a W CHHTE3a,
CHCTEMHOTO aHau3a, rpaduuecko-aHAINTHIECKUH TS BU3YalH3aliy Pe3yIbTaToB HcCieoBaHus. [10IydeHs! Takue TeopeTnIecKrue
U TIPaKTHYECKUE Pe3yJIbTAThI: OIpeeeHbl IPOOIeMbl apTUKYIISAIUH U JIETATBHOTO 3aKPEIICHHs KOMILIACHC-KOHTPOJISI OAaHKOBCKUX
yupexaeHuil. BBISICHEHO, YTO B HAy4HOH JHTEpaType OTCYTCTBYET €AMHBIH IIOXOA K MOHMMAaHHIO COLMAIBHO-YIPaBIEHUECKOH
npupop! KomutaeHca. OOBIYHO ()eHOMEH KOMIUIaCHCA aHAM3HPYETCSI B COLMOJIOTMYECKOM, MOIUTOJIOTMIECKOM, IOPUANYECKOM U
9KOHOMUYECKOM H3MepeHHusx. Kak cieicTBue, ydeHble HE CMOIJHM IPEUIOKHTH YHUBEPCAIBHOE TOJKOBAHWUE CYIIHOCTH
MOJINCEMAHTUYECKON KaTreropuu "'KomiutacHc". OCyIecTBIICHA IMOMBITKA CHCTEMATH3WPOBATh MOJAXOIbI K ONPEACICHUIO TOHATHS
KOMIUTACHC-KOHTPOJISI B CHUCTeMe oOecredeHuss (pPUMHAHCOBOM 0Oe30MacHOCTH OaHKOBCKHUX yupexacHui. IIpemnokeHo aBTOPCKOE
OTpeeNiCHHE MOHATHS KOMIUIACHC-KOHTPOJIS U ONpenesicHa He0OXOIUMOCTh €r0 BHEAPECHHUS ¢ 00S3aTEIbHBIM YUETOM CICHUPHUKH
YCIOBHH M MecTa ero mposeneHus. lccienoBaHa CyIIHOCTh KOMIUIAGHC-KOHTPOJIS U aKIEHTHPOBAHO BHUMaHHME Ha Ba)KHOCTU €ro
BHEJIPCHUS] B KOHTEKCTE YTBEP)KICHHS CHCTEMBI BBUIBICHUS, UICHTH(OUKAMHA ¥ HEHTpaIU3alul PUCKOB, COXpPAaHEHHs ITO3UTUBHOW
JIETIOBOM peIyTaliy, MHHUMHU3AIMH PAacXol0B U COXPAHCHWH aKTHBOB OaHKa. BBIIBIEHBI 0COOEHHOCTH yNpaBICHUsS KOMILIACHC-
PHCKOM Ha OCHOBE O3HAKOMJICHHUS C IOJOXKUTEIILHBIM OIBITOM BHEIPEHHS! KOMIUIACHC-KOHTPOJSI B HAJEXKHBIX OTEYECTBEHHBIX
0aHKOBCKHX YYPEKICHUSIX. BBIACHEHO, 4TO B OAaHKOBCKOM 3aKOHOIATEIBCTBE OTCYTCTBYIOT HYETKHE HHCTPYKTHBHBIC IOJIOKEHHS
OTHOCHUTENIPHO OpraHu3anud 3(PQPEKTUBHONW CHUCTEMBI KOMIUIACHC-KOHTpPONsA. [lo3TOMy MpEemyioxKeHO CHCTEMHO HCCIEeNOBaTh
COOTBETCTBYIOIYIO 3apyOeKHYIO TEOPHIO M MPAKTHKY, COCPENOTOYMB BHIMaHHE B MEPBYIO Oodepenb Ha MpoOJeMax OpraHU3alliH
yIpaBlieHHs KOMITIa€HC-PHUCKOM OaHKa, yIPaBICHUH ONEPAMOHHBIM PHUCKOM, YIPABICHHH PHCKOM peryTanud U ap. Beioasl: B
HacTosilee BpeMs OOBEKTHBHO CYHIECTBYET OCTpas HEOOXOAUMOCTh pa3paboTku u mnpuHsatHs OOmeHannoHanbHoW Crparerun
obecniedeHnss (MHAHCOBOW 0€30MacHOCTH OAHKOBCKUX YYPEXKJCHUH, IOArOTOBKM THIIOBOTO IIOJOXEHUS O CTPYKTYPHOM
MOZIpa3Jie/IeHNy 10 KOMIUIAGHCY, BBEACHHE JOJDKHOCTEH KOMIUIaeHC-o(uIepoB, pa3pabOTKH Ul 3TOM KaTeropuu IepcoHaia
JIOJDKHOCTHOW MHCTPYKIMHU M (OPMYJIMPOBKA (YHKIMOHAIBHO OOOCHOBAaHHBIX JIEOHTOJIOTMYECKHX CTaHAAPTOB MPO(hECCHOHATBLHON
nestenpHOCTH. DOpMUpOBaHHE OOIIECHAIMOHATHPHOTO CTaHAAPTa KOMIUIACHC-KOHTPOJS JOJDKHO OCYIIECTBISTHCS IMOJ MAaTPOHATOM
HarmonanpHoro 0anka YKpauHbl U ACCOIMAIIMN YKPAHHCKUX OAaHKOB.

KnioueBble ciioBa: skoHOMHYECKas 0e30MacHOCTh, (MHAaHCOBas O€30MAaCHOCTh, CHCTeMa oOecredeHuss (QHHAHCOBOM
0e30MMacHOCTH, KOMIUIACHC-KOHTPOIb, KOMIUTaeHC-prcKH, OOUIeHAIIMOHANTbHAS CTpaTerns (UHAHCOBOW 0€30macHOCTH OAHKOBCKUX
yapexaeHnid, TuoBoe MmoJokeHHe O CTPYKTYPHOM HOZpa3AeiIeHUH [0 OPTaHU3alMy M OCYIIECTBICHHIO KOMIUIACHCA, KOMILIACHC-

odurep.




